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Ms Marion Grimm (Organisation Manager) at

Dr Andreas Mangel (Operations Director) at
+49 (0)62 21 / 84 4418, or per e-mail at
grimm@concept-heidelberg.de

+49 (0)62 21/ 84 44 41, or per e-mail at
For questions regarding reservation, hotel,

www.concept-heidelberg.de

For questions regarding content:
mangel@concept-heidelberg.de.
organisation etc.:

info@concept-heidelberg.de

................................... =so-

-u1 ‘sjeuajew oy} 98ueyd 033y8H ay) SaAI9s3I DYIFTIAITH 1dIDNOD
"% 00 IU194u0D 3y} 03 101d YOOM | UIyHIM -

9% 0S @2Ud12ju0d 3} 03 Joud syaMm | [pun -

‘9 (01 2U194u02 9y} 0} Joud syPaM g [nun -

uone||Poue) :599) Suissadoud Suimoyjoy ayy

281eyd 1snw am Aj2unus [9ouEd 01 9ARY NOA §| °T

-awin Aue Je anSea||0d a1mnsgns e awod|am 0} Addey ase app ||
:suondo om) oAy NOA 22UR18JU0D By} puSE JOULED NOA J|
SUOIIIPUOD PUE SULIJ) [IDUID)

ANVWYID
d1aq|epIaH £0069-a

vE€ v¥ ¥8/12 79 (0) 67+ Xe4
¥9/101%X0d "Od
Dd34913dI3H Ld1IDNOD

I c
~ 4 % = .
v < m Imm [%2) W .—
O 0 — £2d2
0 -2= > a3
= g0 2 e Y 5= < 2
[ S
< gt g2 o e 2 =
=] E U g = = o O c o0 <
Q== T E n T °© 8 u¥® c =
RZo . 352 £ 52£g < =
3] RS o
' oON O cC 07T ) Q % NIV 2 Re) o
= o _I_ 32} w T c > e S E > — Y]
oo Lo S b5 < 209 T - 'S =
= - < = < o O 2 <]
S o ce=2 g 95923 e
DR - RS £ 0 < . £ o SRR & = >
o e} s 00 o c e=57T g & v c
~ 0 o —_ n 2 QO ) = .= == o S 5 T o]
0RO M 2 = o2 EGCw S S o .mwelwm Yo £
X 5® o — M S S S e g o o ¥ =3 =5 S Bl o, S
NS ~ 0O ¢ == Ny z O S.= 2 = O ®o Vg E = s | ¥t <+ &
= 0O s I9) =9 ] o — QNS SLyg T > 3 o 9) c c o 9 GA.
[N} 5 AhL.I._.D = 09€%S€V//C 2% 0 Q.2 YO ] o o S > oz /004
2% o5 ) oA s 9o = 2T ® 0 U ep € =) Qo o | = o2 | oL <
288 s NZN I NZ2go3T S S O s g2z, &|leo © s B o=
s DY L= o et 2
Rs505 o ORTRE = ]cteo:amm..&.l - S c < >3 | o ° wh EA.klu g
oess5238 T <O & YoECessk T3 L8| -wc25 g% &gz 2338y
N ® 50 =t VLo o ) 25 L OT > = © O o< .3 = o) =e ] ==
< - U o c > < ] < < =] c ~N o~
£5® 3 2eaYY P 8227855 51867 T f8Es: g = s|fs IofES
o 5 - o t F - —QucE S| LS E o =2 c| .8 B o5 E = o
Smw/9 .Mhmmmu 7] meMPrm.mom ® © O £ E WMmM% Q| © .m w ® WXWM.(
£E2%x g EHoy S/SE238S5E 2 25% E|9Sscf 3% g EZ 98329
] T oo s ® = © £ 7} O 0 c c <C o= - £ [=} Z © L >~ < Z . +
= S5O [= = (e} O < = o .= %) [=Te) o Q c n = < () oo | < © O
=] (CIN) o s [« X ~ O c © O 2 O w ° o & OO = x
< (] o < @) D C e .= O [3) = Q 0V = O = ) Rt
ol =2 SloxXIzf Elou<zorSsE x|/5>5te: <|O0O€=sxf8 OlF Olxs Oxo=zf
*91ISGAM SIU) UO WLI0JORIUOD DY BIA SN AU Je ejep ‘ped axe1 J0uued NoA §| “aduereadde-uou 1o uone|Eoued JO 3sEd
Aw Jo uonaap 10 UOII110D ‘UONEIYIPOW BY) J0J Sk UED | Jey) 210U | u1 dnp ale 599§ dA0qe pue uonelsidal Suipuiq e s siy| Juepoduy
‘(junyAoeaudTess /810 aoueldwod-dwS mmm//:dny je Aoijod Aoea (ZL0T Arenuef Jo sy) j(pawlyuod aq Jou [|im Juawded jo 1diooau) -9010AUl J0 119031 Joye shep | uyum suon
-ud ay osfe 9as) sanued puiy) 01 pasodsIp aq 10u [|Im elep [euosiod 90ua19ju0d Ay ul djeddnied 0y papnus are noA uawAed inok -onpap Inoyum ajqedey JuawAed jo sundy
AW "SDUO JB|ILUIS 10 JIDPIO SIL) YIIM UOIIB|D] Ul UOITEULIOJUI W PUDS paA@da1 dAkY am Ja)e AjuQ 194 Juawiked ay) apew Jou aaey noA ‘uole|[2dUEd B 0) ANP
Ajuo |im S1aqjap1aH 1daouo) passadoid pue palois s ejep [euosiad J1U3AS “93) uonensidal |ny ayy Aed 01 aAeY |[1M NOA ‘sn pawiojul paiindul s1509 1930 10 sanjeuad arepre Junodsip 10y a|qisuodsal aq
Aw jey) 92.18e 01 arepap Aqauay | Yyarym 1oy “1apuo siyy jo Suissanoad Suiaey Inoyum Juand sy Je eadde jJou op noA ased uj -afessaw  J0u M DYIFTIAITH LdIDNOD ‘pred $99) Jo punyal [Ny & SIS [|IM
ay3 40y e1ep Aw asn |im SiaqapiaH 1daduo)) “ere( [euosiad Aw jo INoA 9A19031 9m YaIym Je awi Jo Juiod ay) 01 Suipiodde pajendfed  pue d|qissod se UOOS Se paynou aq |[IM SluBNSISI ‘paj[Eoued g 1SN
Buissaooud ayy 1daooe | quans siyy 1oy SuniaysiSar Ag :Ad1j04 Adeaud 9q UBY]) [|IM 93} UONE[|2DUED BY | “SUNLIM Ul SN UWLIOJUI 0 DABY NOA  JUBAD BY} J| “JUDAD UE [9DUED 0} JO 910U JNOYIIM S193eads 10 ‘51010n1s
(ut |y aseajd) jrew-3
Xe4/2uoyd
Anuno) apop diz AD
X0g ‘0'd/19945
(31qeatdde yy saquinN "0'd JquinN @] 1VA s,Auedwod anoA ajedipui aseadd :juepodw
juswpeda(g Auedwo)

QwieuINS ‘Duieu 1SIl ‘DI

swOo WO

a1qnday yoaz) ‘andeld ‘5107 1990100 6-/
uonesadQ jo jonuo) Sulurejurepy :uonepifeA 19ndwo)

:219Y 1n0 ||y asea|d qy3u ay3 uo

n vYEVY ¥8 1cC9 6V + F (1IN ut a39|dwod 9sed|d) W04 UOIBAIDSDY mco_umu_u._owam 9] WOl sajelnap sSalppe-03-|[Iq syl §



Speakers

What are The ECA Foundation and the ECA Academy?

Frank Behnisch

CSL Behring GmbH, Germany

Frank is Senior Manager Project Engi-
neering at CSL Behring GmbH in Mar-
burg, Germany. He is member of the
GAMP® D-A-CH ,steering committee”
and chairman of a GAMP® Special In-
terest Group (SIP) for “Small Systems”

Dr David Selby

Selby Hope International, UK

David Selby, BSc., PhD., was with Glaxo
for many years in different positions.
He occupied the role of Site Quality
Assurance Manager there and latterly,

§ he was the Site Manager. He is a found-
““% ermember and Chairman of the
GAMP® Forum and 2004 Chairman on the International
Board of ISPE. He has established his own consultancy,
Selby Hope International, specialising in the compliance
of computerised systems and automated equipment
used in pharmaceutical manufacturing.

Dr Robert Stephenson

Rob Stephenson Consultancy, UK

Rob has had more than 30 year experi-
ence in Pharmaceutical and Personal
products industries (Boots, Lilly, Unile-
ver, Pfizer). As a long-standing member
of the GAMP Europe Steering Commit-
tee Rob has contributed material to
GAMP®5 and the ISPE GAMP Good Practice Guide on

“A Risk-Based Approach to Operation of GxP Computer-
ized Systems” for which he was co-leader. Rob now
works as an independent IT Systems Validation Consult-
ant.

Social Event

On 7 October you are cordially invited to a social event.
This is an excellent opportunity to share your experi-
ences with colleagues from other companies in a relaxed
atmosphere.

The European Compliance Academy Foundation (ECA
Foundation) is an independent professional organisation
chaired by a Scientific Advisory Board with members from
the pharmaceutical industry and regulatory authorities.
The ECA Foundation’s goal is to support to the Pharma-
ceutical Industry and Regulators to promote the move to-
wards a harmonised set of GMP and regulatory guidelines
by providing information and interpretation of new or up-
dated guidances. The ECA Academy offers professional
basic and advanced education (training) programmes. All
services offered by the ECA Academy and with regard to
ECA Academy Memberships are solely managed by Con-
cept Heidelberg (a leading European training and informa-
tion services provider). The ECA Foundation is conceptual
sponsor of the ECA Academy.

How Do You Become a Member of ECA?

By participating in one of the ECA Academy Conferences
or Courses you will automatically become a ECA Acad-
emy Individual Member for two years - free of charge.
More information about ECA Academy can be obtained
on the Website http://www.gmp-compliance.org

What Are the Benefits of ECA?

During the membership, you enjoy
a € 200,- discount on the regular
participation fee of any European
Conference or Course presented
— by the ECA Academy. In addition

Guideline Manager

you will receive the GMP Guide-
line Manager Software with a large
number of guidelines, e.g. EC Di-
rectives, FDA Guidelines, ICH
Guidelines.

The GMP Hawigutns Releme 17.0

About CONCEPT HEIDELBERG

Founded in 1978, CONCEPT HEIDELBERG is the leading
organiser of seminars on pharmaceutical production,
quality control, quality assurance and GMP in Europe.
This year more than 240 events will be organised by
CONCEPT HEIDELBERG.

ECA has entrusted CONCEPT HEIDELBERG with the or-
ganisation of its events.

wa/vers1/07112014



Including new
requirements on

Data Integrity

Computer Validation:
Maintaining Control of Operation

Keep your regulated systems and data in compliance
throughout their operational life!

7-9 October 2015, Prague, Czech Republic

SPEAKERS: HIGHLIGHTS:

Frank Behnisch B Requirements from the EU GMP Guide
CSL Behring GmbH, Germany Annex 11

B The GAMP 5 Risk-Based Approach to
Dr David Selby Operation of GxP Computerized
Selby Hope International, UK Systems

B Computer Systems in Use: Where are
Dr Robert Stephenson the Risks?
Handover and Establishing Support
Services
Keeping the System Running Smoothly
CAPA Management
Record and Document Management
Periodic Review
Change Control and Configuration
Management
Business Continuity Planning
System / Data Migration / Back-up /
ACADEMY Restore

B Archiving and Retrieval
B Decommissioning / Retirement /
Disposal

Rob Stephenson Consultancy, UK

* K
* *
* ECA *
* *

***

This education course is recognised for the ECA GMP Certification Programme ,Certified Computer Validation Manager”. Please find details at www.gmp-certification.eu



Computer Validation: Maintaining Control of Operation

7-9 October 2015, Prague, Czech Republic

Learning Goals

Programme

Four good reasons why you should attend:

B Delegates will gain understanding of the controls
needed to maintain validated systems in compliance
throughout their operational lifecycle.

B Taking a risk-based approach, you will learn how
these controls can be scaled across a wide range of
computerised systems, allowing you to focus your
resources on the most critical systems and the most
critical parts of systems.

® You will learn the importance of role clarity and
making best use of Subject Matter Experts and the
Quality Unit.

B In workshops, you will get the chance to put the
theory into practice and to discuss suitable solution
strategies with your colleagues.

Background

The greatest part of the system life cycle is represented
by daily operation. It is now a clear regulatory require-
ment that GxP computerised systems must be kept in
compliance throughout their operational lifetime. Audit
experience shows that companies struggle with this task.
Once the implementation project is complete and the
computerised system is handed over for use how can the
validated state be maintained? What exactly is required
and how can these requirements be successfully estab-
lished and maintained?

The course reflects the requirements of the new EU An-
nex 11 and the approaches contained in the ISPE/GAMP
Good Practice Guide ‘A Risk-Based Approach to Opera-
tion of GxP Computerized Systems - A Companion Vol-
ume to GAMP®5'.

Experts from the GAMP® Committee will give you the an-
swers to these questions and give you the opportunity to
deepen your understanding by participating in a set of

training workshops based on practical real-life examples.

Target Group

This Education Course is directed at anyone who has to
deal with the validation and operation of computerised
systems and the maintenance of the validated state. Typi-
cally delegates come from:

B Manufacturing and Production

B Quality Control /Quality Assurance /IT Compliance

B Engineering /Automation/IT

B Software Suppliers and IT Service Providers

GAMP*® is a trademark of ISPE - http://www.ispe.org/gamp5

Introduction - Understanding Delegate Experience
and Background

Workshop 1: What Delegates want to know?

B Capturing delegates expectations

B Sharing and reducing to key points in groups

B Sharing with all delegates and tutors

Working in groups delegates derive their requirements from
the training event and share them with tutors.

Overview of the Operation Phase

B Regulatory Context and links with Annex 11

B Business process approach, Operational Activities and
Information Flows

Roles and Responsibilities, the RACI Model

Periodic Assessment, checks and triggers

Scalability and Risk Management

Other Support Processes

How well do you maintain the Validated State?

B Delegates score themselves

B Results consolidated and fed back

B Allows delegates to compare their maintenance
against best practice and other practitioners

Computer Systems in Use: Where are the Risks?

B What are the inspectors concerns?

B Where does the inspector believe the risks lie?

B What will his experience tell him to ask questions
about?

B How will he assess the seriousness of any failings?

Workshop 2: Patient Risk in Maintaining Control over

your Computer Systems

B |dentify the patient risks in selected activities from
computer system in use

B |dentify the controls or checks to be made

B Suggest ways of implementing the checks and
controls

Working in groups, delegates will be asked to discuss and

answer specific questions related to the above and feed back

their answers to the other delegates.

New requirements on Data Integrity

B What are the EU and FDA regulatory expectations?

B What are the consequences of data integrity failures
- FDA Warning letters etc.

B What are the criteria for achieving consistent data
integrity - ALCOA+

B What are the implications for systems in operation?

B How should Audits Trails be managed and reviewed?



Handover and Establishing Support Services
B Why does Handover go wrong?

Roles and Responsibilities

Handover Planning

Handover Review and Reporting

Putting Support Services in Place

Workshop 3: Establishing Responsibilities

B What tasks are required?

B What roles are involved?

B What are their responsibilities?

GAMP and RACI roles are applied to one of the Operational
Support Processes

Keeping the System Running Smoothly 1 - Service
Management and Performance Monitoring

What Support services are required?

How will Service Delivery be controlled?
Defining Quality Requirements

Performance Monitoring

Periodic Review considerations

Taking a risk-based approach

Keeping the System Running Smoothly 2 - Incident

Management, CAPA and System Administration

B Dealing with unexpected events

B Capturing and Tracking Preventative Actions and
Corrective Actions

B Preventing Failures and Driving Continuous Improve-
ment

B Taking a risk-based approach

Workshop 4: Record and Document Management -

Audit of System Documentation

B What procedures would you expect to see to
confirm a system is under control?

B Which procedures must QA sign?

B What records would you expect to see to confirm a
system is under control?

B What standards would you reference to support
your arguments?

Delegates prepare to audit systems documentation, making

an ‘aide memoire’ of documentation to check.

Workshop 5: Establishing a simple Service Level
Agreement

B What are the customer requirements?

B What s the supplier specification?

B How is performance to be measured?

Delegates are given the opportunity to develop a simple
Service Level Agreement for a specific Operational Control
task

Security and Training

B The role of the System Administrator
B Security

B Training for everyone!

B Training records

Operational Change Control and Configuration

Management

B Roles and Responsibilities

B Sources of changes

B Types of changes

B Scaling Change and Configuration Management
based on Risk

Periodic Review and Assessment

B Whatis a periodic review?

B Which systems are most important?

B Howdo | decide?

B How do you perform a periodic review?



Workshop 6: Prioritisation for Periodic Review

B What are the important factors to consider?

B How can they be effectively assessed?

B How can this information be used to determine

overall review priorities?

Typically resources for performing periodic reviews are
finite, therefore requlated companies must prioritise their
activities in order to focus on critical business and compli-
ance issues. Using a Risk Ranking approach delegates will
consider how to perform and report this task for a diverse
range of requlated systems.

System/Data Migration, Back-up and Restore

B Regulatory expectations for record retention

B What are the considerations for migration?

B [t will not be perfect process!

B Which techniques are most appropriate?

B The importance of back-up and its management
B The difficulties encountered

Workshop 7: Data Migration

B What are the issues with data mapping?
B What is the sequence of a migration?

B Must all the data be migrated?

B Impact of data migration on interfaces

Change Management for IT Infrastructure

B Process flow diagram for change management

B How can this be modified for simple infrastructure
changes?

B What is the involvement of QA in each of these
processes?

Business Continuity Planning and Disaster Recovery

- how are these processes integrated?

B How to develop a Business Continuity Plan and
Disaster Recovery Plan for critical systems

B Taking a risk-based approach to disaster recovery
testing

Workshop 8: Business Continuity Planning

B In a pharmaceutical manufacturing company what
systems typically need 24/7 up-time

B Which of these systems has a regulatory requirement
for 24/7 up-time?

B What are the key elements of a business continuity
plan for IT?

B Whose responsibility is it to product the plan?

B How would you test it?

Decommissioning, Retirement and Disposal

B Withdrawal from active service

B Shutting down the system and transfer of data
B Disposal of the system

Decommissioning Case Study

B A Presentation of a real-life case study demonstrating
a risk-based approach taken to decommissioning a
group of operational systems whilst ensuring that
regulatory records were retained for their specified
retention periods.

Record Archiving and Retrieval

B When is archiving necessary?

B [t will not be a perfect process!
B How should it be indexed?

B What are the security issues?

B Periodic electronic regeneration

Maintain Control in Operation:

Regulatory Observations

B Regulatory observations

B understand the regulatory approach

B the way in which observations are written by regula-
tors for maximum impact.



